
EMPLOYEE CLARIFICATION TEXT  
REGARDING THE PROCESSING AND PROTECTION OF PERSONAL DATA 

 
 
In accordance with the Personal Data Protec�on Law No. 6698 (hereina�er referred to as the "Law"), for 
the purpose of providing clarifica�on on the procedures and principles regarding the processing of personal 

data of its employees ,   Beşik İnşaat Taahhüt Turz. Tic. Ve İth. İhr. San. Ltd.  STİ. (hereina�er referred to as the “Company”)
as the data controller is obligated to inform the data subjects,   as specified by Ar�cle 10 of the Law, about the 
following whilst collec�ng personal data;   

 the iden�ty of the controller and of its representa�ve, if any,  

 the purpose of data processing;  

 to whom and for what purposes the processed data may be transferred,  

 the method and legal reason of  the collec�on of personal data, 

 Other rights referred to in Ar�cle 11. 
 
We declare that your personal data shall be processed within the scope of our commercial rela�ons or our 
business rela�onship with you pursuant to the purpose that requires data to be processed and with regard 
to this purpose in a related, limited and restrained manner, shall be recorded, stored, retained, reorganized 
by maintaining the personal data which you have submi�ed or was submi�ed to us  accurate and up -to-
date, shall be shared with the ins�tu�ons authorized by law to request such personal data, shall be 
transferred to domes�c or foreign third par�es as provided for by the Law and shall be transferred,  
classified  or processed in other ways  as specified in the Law. 
 
The Company gives par�cular importance to the security of personal data and takes all necessary technical 
and administra�ve measures. Personal informa�on is requested from our employees whilst job applica�ons 
are made to our Company, while signing the employment contract and during the term of employment in 
order to provide be�er service to our employees, fulfils our legal obliga�ons; improve our communica�on 
with our employees, and to be�er understand their needs and interests.  
 

Your personal data shall be processed in accordance with the principles listed in Ar�cle 4 of th e Law; 

 In compliance with the Law and rules of good faith, 

 Accurate and up-to-date, 

 For specific, explicit and legi�mate purposes, 

 Being relevant, limited and restrained to the purpose for which it is processed, 

 Stored for the period of �me s�pulated by the relevant legisla�on or for the purpose for which it is 
processed. 

 
All kinds of data stored in electronic or printed form, specified in the below list �tled "Processed Personal 
Data", that can be associated with a real person are defined as "Persona l Data" according to the Law. Your 
personal data may be collected by our Company or legal or natural persons processing data on behalf of 
our Company based on legal reasons , verbally or in wri�ng or electronically through  such media including 
but not limited to the website, electronic mail, mobile communica�ons, applica�on and membership forms 
and  various agreements.   
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Personal data may be shared with relevant ins�tu�ons or organiza�ons if necessitated by the laws and may 
be processed in compliance with the Law and rules of good faith, accurate and up-to-date, for specific, 
explicit and legi�mate purposes, and being relevant, limited and restrained to the purpose for which it is 
processed. 
 
All personal data stored in the employee's personal file or electronic file  shall be kept in an electronic or 
non-electronic format for the dura�on of the employment contract but also for a specific period of �me 
following the termina�on of the employment contract, for such purposes as  fulfilling our obliga �ons to our 
employees, suppor�ng recruitment research processes, proof of work, determining working hours, 
determining the beginning  and ending of the daily working hours, checking a�endance, audi�ng payroll 
records, recording wage informa�on, no�fy ing the Social Security Ins�tu�on and other ins�tu�ons, 
enforcing occupa�onal health and safety legisla�on, fulfilling legal obliga�ons and determining working 
condi�ons,  
Following the termina�on of the employment contract, personal files will be stored for 10 years by taking 
all necessary technical and administra�ve measures. 
 

Processed Personal Data  

Iden�fica�on: Name, surname, date of birth, na�onality, place of birth, gender, marital status, ci�zenship, 
Turkish Iden�fica�on informa�on  ( Turkish ID number, serial number, cer�ficate number, father’s name, 
mother’s name, place of birth, city, district, county, volume number, family serial number, serial no, sec�on 
number, page number, place of issue, date of issue, reason for issue, pre vious last name), copy of 
iden�fica�on card, passport ( passport number), residence permit, driver’s licence, other iden�fica�on         
( lawyer iden�ty card etc.) 
Communica�on: Phone number, full address, e -mail, company contact informa�on (extension number, 
company e-mail)  
Financial: Financial and salary informa�on, payroll, premiums, premium amounts, file and debt informa�on 
regarding execu�on for debt, passbook, IBAN, minimum living allowance 
Sensi�ve Personal Data: Convic�on/criminal record, disability status/ disability type/ disability percentage, 
religion, health data, blood type, health records, health check for infec�ous disease, temporary or 
permanent incapacity report, work based medical report, chest x-ray, hearing test, eye test, liver enzyme 
screening, Hepa��s tests, employment and periodic examina�on forms signed by the on -site doctor, drug 
test, pregnancy status, pregnancy report, health and maternity leave informa�on, union, associa�on / 
founda�on memberships 
Educa�onal Data: Educa�onal status, cer�ficate and diploma informa�on, foreign language skills, 
educa�on and skills, resume, courses and seminars a�ended 
Visual and Audio Data: Photographs, audio recordings, camera recordings (birthday celebra�on etc.) 
belonging to real persons 
Employee Performance and Career Development Data: Training and skills, informa�on regarding training 
and dates training, signed par�cipa�on form, monthly performance evalua�on and goal realiza�on, ac�vity 
informa�on, trial period evalua�on form 
Family and Rela�ves Data: Marriage cer�ficate, name and surname of spouse and children, Turkish 
Iden�ty Number, gender, date of birth, height, weight, job �tle, and the name, surname, telephone number 
and full address of rela�ves who can be reached in case of emergency 
Employment Data: Employer registra�on number, posi�on, department and unit, �tle, last employment 
date, date of recruitment and termina�on, insurance / pension alloca�on number, social security 
registra�on number, f lexible hours working status, travel status, monthly total over�me informa�on , 
severance pay base date, severance pay addi�onal days

	

 

 



	

 

 

Leave of absence: leave of absence seniority base date, leave of absence seniority extra days,  type of 
leave, departure / return date, number of days used, reason for leave of absence, address / phone while on 
leave of absence , casual leave informa�on, 
Other: Military service deferment, shoe size, size, height, weight, vehicle license plate, vehicle km 
informa�on, internship status, company service bus used, pick up-drop off loca�on informa�on, employee 
internet access logs, entry-exit logs, employee daily ac�vity data , vehicle GPS tracking system records, 
personal protec�ve equipment  debit data 
 

Human Resources Payroll and Salary Processes: 

Your personal data is processed for the purpose of  crea�ng your personal file (all the documents included 
in the employment document list), execu�ng employment and termina�on processes, calcula�ng wages, 
fulfilling legal obliga�ons for  ins�tu�ons such as SGK, İŞKUR, police department, and military police, 
following annual and casual leaves, execu�ng all human resources processes, following legal processes  
such as li�ga�on, enforcement etc.,, repor�ng occupa�onal accidents,   following the procedures required 
by the occupa�onal health and safety legisla�on, fulfilling court rulings, complying  with other data storage, 
repor�ng and informa�on obliga�ons s�pulated by legisla�on, relevant regulatory ins�tu�ons  and other 
authori�es. 
 

PDKS (Employee A�endance Control System) for Entry - Exit tracking: 

The system works with a facial recogni�on recording system.  If the employee face recogni�on system does 
not execute the face recogni�on process, the entry and exit data of the employee concerned shall be 
tracked by the Human Resources department upon the official report of the employee explaining the 
situa�on. 
 
Furthermore, the backup of the face recogni�on system is made by the Informa�on Technologies 
Department. This system is used to ensure that entrances and exits are made from a single place and to 
determine who is inside the building in extraordinary emergencies such as fire etc.  
 
Registra�on charts showing the start and end �mes of work hours are pres ent in the human resources 
department in order to apply and track the leisure �me applica�on and the adjustment applica�on.  
Adjustment and over�me calcula�ons are calculated based on shi� start and end �mes, not on entry and 
exit �mes to the workplace. 
 

Training and career planning: 

In order to determine training needs and for career planning purposes, personal informa�on such as 
educa�onal status, cer�ficates obtained, par�cipa�on forms / cer�ficates of legally required trainings, in -
house trainings and previous trainings are kept in your personal file and in the  training portal.  
 

Camera Surveillance System: 

There are cameras in various loca�ons within the Company (including employee housing). The cameras are 
used for the general safety of employees, prospec�ve employees, guests, outsourced service providers, 
suppliers and visitors, and the premises is monitored by cameras 24/7 in order to respond to emergencies 
such as accidents rela�ng to the workplace and occupa�onal health and safety. Addi�onal cameras may be 
used if necessary.



 

Company phone and company line: 

In cases where a company phone and company line are provided, a delivery report of the company phone 
and line will be prepared. Upon termina�on of the employment contract, it may be possible for us to see 
the text messages and calls during the forma�ng process of the returned line and phone. In this context, 
we may read the text messages. Care must be taken to avoid personal, private and confiden�al 
correspondence and calls via the company phone. 
 

Checking the company's mailbox, tracking internet traffic and keeping internet login logs during 
the con�nua�on of the employment contract and upon its termina�on,:  

Following the termina�on of the employment contract, the passwords of electronic devices (computer, 
telephone, etc.) used by the former employee are changed by the Informa�on Technologies Department 
on the date of the termina�on of the employment contract. The mailbox will remain ac�ve for 2 (two) 
months, and incoming mails will be monitored by the Informa�on Technologies Department and the 
relevant department manager in order not to adversely affect the guest and all par�es with whom there is 
a  business rela�onship with , and to provide services without interruption.  Past dated e-mails may be 
opened with their a�achments for the purpose of running the business. 

In order to control inappropriate acts such as illegal copying, business execu�on, business research, 
unauthorized so�ware installa�on and use, par�cipa�on in online entertainment communi�es, chat rooms, 
forums, mass e-mailing, access to music sites, detec�on of infected sites,  access to sites with inappropriate 
content in viola�on to general morals, customs and tradi�ons, access to websites with  inappropriate 
content, harassment, gambling, be�ng and the like, mail and internet traffic will always be monitored by 
the Informa�on Technologies  Department and the necessary restric�ons will always be applied.  The logs of 
the websites that are accessed within the framework of the company rules and related laws are kept by the 
Informa�on Technologies Department.  

The company management may restrict access to websites which it deems inappropriate to prevent the 
server from exceeding its capacity due to spam mail and because of virus risks. 

In this context, your personal, private and confiden�al correspondences and documents should not be 
made or kept on company computers. 
 

Organiza�ons such as birthdays, marriages, birth of children: 

In order to celebrate happy events such as birthdays, marriages, birth of children and to offer support on 
sad occasions like funerals and accidents, such announcements may be made within in the company via 
email and employee bulle�n boards. 
 

Sharing Informa�on on Blood Type  

In the event that our employees or their rela�ves need blood, to quickly obtain the required blood all 
company employees are no�fied via email or text messages or by bulle�n boards within the company of 
the name, surname, telephone number, the re quired blood type of the employee.   
 

	

 

 



 
 

Reference check when star�ng or leaving the job 

During your job applica�on and your trial work period our Company shall exchange informa�on with the 
person/ persons you have stated as references in order to obtai n informa�on about your business ethics. 
This will be valid for the 2 (two) months trial period. Also, in case your employment contract is terminated, 
and upon your applica�on to a new job, informa�on shall be exchanged with the person/ persons who may 
contact our Company for reference check of our former employee.  If you do not give permission for a 
reference check, we must be informed at the �me of your exit.  
 

Using visuals and audio recording of employees for promo�ng the hotel 

We use internal and external communica�on mediums for the promo�on of our hotel and our services. We 
promote our services for organiza�ons such as conferences, weddings, mee�ngs etc.. Video or photo 
shoots of the related organiza�ons are made. These images are used in our Company's social media 
accounts and for training. Limited to only promo�ng our services, it may be necessary to use the audio or 
visuals of our relevant employees in these promo�ons.  

 
Vehicle Tracking System 

Company vehicles are procured by means of purchasing services or through ownership. Entry-exit 
informa�on of the vehicles, license plates, mileage and driver informa�on are recorded, tracked and 
reported at the security gate and at the employee entrance. The purpose of this implementa�on is sole ly 
for the safety of our vehicles in circumstances such as emergency interven�on in case of malfunc�oning of 
the vehicles and for fuel tracking, thus it is not about obtaining informa�on about the personal lives of our 
employees.   
 

Organiza�ons Such As Employee of the Month, Lo�eries Etc. 

In various departments of our Company, the employee of the month is selected and those selected are 
announced on the employee bulle�n boards with their name, surname, department and photographs. Also, 
the employees who are the winners of such organiza�ons as compe��ons, sugges�ons, and proposals are 
announced with their name, surname, department and photographs. 
 

Sharing Personal Data with Third Par�es 

For your security and to fulfil our Company's  legal obligations, your personal data shall be shared with 
public legal en��es such as the Personal Data Protec�on Authority, Ministry of Finance, Ministry of 
Customs and Trade, Ministry of Labour and Social Security, Turkish Employment Agency  (İş-Kur), 
Informa�on and Communica�on Technologies Authority, relevant ins�tu�ons or organiza�ons to the 
extent permi�ed and required by other legisla�ve provisions including but not limited to the Labour Law,  
Occupa�onal Health and Safety Law, Social Security and  Universal Health Insurance Law, Law on the 
Regula�on of Publica�ons on the Internet and Comba�ng Crimes Commi�ed by Means of 
Such Publica�ons, Turkish Commercial Code, Personal Data Protec�on Law No. 6698 and the Iden�ty 
No�fica�on Law.  For example; personal data of employees are shared with the Social Security Ins�tu�on in 
order to pay employee and employer premiums. 

	

 

 



 
 

Sharing Personal Data with Our Business Partners 

We use the Elektraweb Employee payroll program and the "Employee Monthly Score Chart" to implement the 
Human Resources processes. The support staff of the so�ware company may connect to the programs on-
site or remotely to intervene if there is any need for technical support. In this context, your personal 
informa�on in the payroll program may inevitably be seen by the relevant support staff. We have a 
confiden�ality agreement with the aforesaid company regarding the protec�on of your personal data.  
 
Sharing your personal and sensi�ve personal data with regard to the Occupa�onal Health and Safety 
Legisla�on: 

Your personal and sensi�ve personal data may be shared with our on -site doctor during the recruitment 
process and for periodic health checks, as well as          Cankurtaran Tıp Hizmetleri Ltd. Şti. 
Fethiye V.d. 2010372911 Azize Aksoy Phone 0 252 612 70 90 the businesses within Beşik İnşaat 
Taahhüt Turz. Tic. Ve İth. İhr. San. Ltd.  Şti.
 

Sharing Personal Data with Our Internal Lawyers 

In the dura�on or following the termina�on of the employment contract or in other cases such as lawsuits 
etc., your personal data may be shared with our internal lawyers provided that it is limited to the purpose 
of the case.   

 
Sharing Your Personal Data within the Scope of Informa�on Technologies (Informa�on 
Processing) Support and Archiving: 

In the event of receiving backup and support services from third companies in terms of informa�on 
technologies, electronically stored personal data may be seen by the backup and support teams hence 
confiden�ality agreements will be made with the relevant companies. 
 

Sharing Your Personal Data within the Scope of Informa�on Technologies (Informa�on 
Processing) Support Services: 

Phones and computers may malfunc�on from �me to �me and our Informa�on Technologies Department 
may need to intervene. It should be taken into account that personal files, correspondence, calls, videos 
and images or Outlook correspondence may be seen within the scope of this interven�on. For this reason, 
we kindly request that you are careful to avoid personal, private and confiden�al correspondence from 
company computers and phones and that you do not keep such files. 
 
In addi�on, we would like to inform you that backups are always made by our IT Department to restore lost 
data so as to ensure that work can be carried out without interrup�on in the event of data loss. 
 

Sharing your personal data for organiza�ons such as travel, educa�on, mee�ngs etc.  

Your personal data may be shared with third par�es in a limited manner for all business -related 
organiza�ons such as  business travel, company organiza�ons, trainings, company mee�ngs. For example: 

	

 

 



Transferring informa�on such as name -surname, telephone, postal address to the prin�ng house for 
prin�ng business cards. Transferring informa�on s uch as Turkish ID number, name-surname, and telephone 
number to the travel agency for domes�c or interna�onal business travel �cke�ng services.  
 

Sharing Your Personal Data with Department Managers:  

During and a�er recruitment, your personal file is shared with your department managers solely for 
purposes such as ge�ng to know the employee and obtaining informa�on about his/her performance, 
a�er the transac�on your personal file is retrieved and stored in the archive room.  
 

Unauthorized / Accidental Use of Personal Data: 

The processing of personal data and/or sharing personal data with third par�es by employees, including 
those who are not authorized to access personal data due to their job posi�on or task, by means of 
exceeding their authoriza�on and / or abusing their authority, with the excep�on of processing data for 
personal reasons or purposes, shall be in viola�on of paragraph (1) of Ar�cle 12 of Personal Data Protec�on 
Law No.6698, hence employees  must conduct their work and transactions within the scope of the Personal 
Data Protec�on Law No.6698 in accordance with the legisla�on, the terms of this contract, and the 
instruc�ons of the employer and the workplace. 

Employees should always take appropriate technical and administra�ve security measures to protect 
personal data against unauthorized or illegal processing and accidental loss, copying, destruc�on or 
damage. 

Employees should not share personal data with a third party without the prior wri�en consent of the 
employer and the workplace. 

Employees should immediately no�fy the authorized supervisor in the event that personal data is lost, 
copied, destroyed or damaged unlawfully, or in case personal data is shared with third par�es without 
authoriza�on. 

The confiden�ality obliga�on of the employees shall con�nue indefinitely even if the Employment Contract 
expires. 
 

According To Ar�cle 11 Of The Law, You Have The Following Rights:  

a) To learn whether personal data has been processed or not,  
b) To request informa�on regarding per sonal data if it has been processed, 
c) To learn the purpose of the processing of personal data and whether it is used for its intended 

purpose, 
d) To know the third par�es to whom personal data has been transferred to at home or abroad,  
e) To request the rec�fic a�on of incomplete or incorrect personal data, if any, 
f) To request the dele�on or destruc�on of personal data,  
g) To request the no�fica�on of opera�ons carried out as per subparagraphs (d) and (e)  to third 

par�es to whom personal data has been transferred,  
h) Object to the occurrence of any result that is detrimental to your interests by means of analysis of 

personal data exclusively through automated systems,  

	

 

 



i) To request compensa�on for the damage arising from the unlawful processing of your personal 
data. 

 

Your requests in your applica�on shall be concluded free of charge within thirty days at the latest, 
depending on the nature of the request. However, if the transac�on necessitates an addi�onal cost for the 
Company, the fee determined by the Personal Data Protec�on Board in the “Communique on the 
Procedures and Principles on the Applica�on to the Data Controller” may be charged. 
 
You are required to submit your applica�on to our Company regarding the processing of your personal data 
by filling out the applica�on form on our Company's internet address, in wri�ng to our Human Resources 
department or by using your registered e-mail address, secure electronic signature, mobile signature or by 
using your e-mail address which you have previously submi�ed to us and which is kept in our records. 
Depending on the reason of your request and your applica�on method,  addi�onal verifica�ons (such as 
sending a message to your registered phone, or a phone call) may be requested by our Company in o rder to 
determine whether the applica�on belongs to you and thus to protect your rights.  For example; if you 
apply through your e-mail address registered at the Company, we may contact you using another contact 
method registered in the Company and request confirma�on of whether the applica�on belongs to you. 
 

	

 

 

 

 
DATA CONTROLLER’S IDENTIFICATION INFORMATION  
 B eşik İnşaat Taahhüt Turz. Tic. Ve İth. İhr. San. Ltd.  ŞTİ 
Address: Ata Street No:4 Hisarönü - Ölüdeniz FETHİYE / TURKEY  
KEP Address: besikinsaa�ur@hs01.kep.tr 
 

CONTACT INFORMATION
ADDRESS: Ata Street No:4 Hisarönü - Ölüdeniz  FETHİYE / TURKEY 
PHONE: +90 (252) 616 76 46
FAX: +90 (252) 616 82 07
Related Person: Ali Tunç
Contact Person: Ali Tunç
E-Posta: info@oceanbluehighclass.com

_____ www.oceanbluehighclass.com ______
Ata Street No : 4 Hisarönü - Ölüdeniz  – FETHİYE / TURKEY

Phone: +90 252 616 76 46 Fax : +90 252 616 82 07
info@oceanbluehighclass.com
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